CISM Certification Course Description

In a world where enterprise success is increasingly dependent on information systems and information technology, the trust customers, clients, employees and other stakeholders have for an enterprise can quickly dissipate in the face of a data security breach. As the growing number of high-profile breaches demonstrates, information security failures can result in significant damage to an enterprise’s bottom line as well as its reputation. To ensure greater alignment between organizations’ information security programs and their broader goals and objectives, more and more enterprises and government agencies expect, and even require, their information security professionals to hold the Certified Information Security Manager® (CISM®) certification.

Information security professionals are in high demand, but competition for positions is also high. A CISM certification enables you to be recognized for your technical competence, experience and appreciation of business objectives—all of which add to your desirability.

Who should attend the CISM training?

**Information Security Managers:**
CISM is considered essential to career progression in the field of enterprise security management. The idea of approaching IT security from more of a business perspective than an IT one is increasingly thought of as a vital business driver; CISM stands out in this regard for its emphasis on business understanding and leadership.

**Chief Information Officer/Enterprise Leadership:**
In an environment with new business demands, stringent industry-specific regulations, and risks emerging every day, the ability to manage risk and security has emerged as a mission critical issue for small and large business enterprises worldwide. CISM provides business leaders with the ability to understand and articulate a host of complex and challenging security management issues that can significantly impact enterprise success.

**Risk Management Professionals:**
Information security is becoming more and more integrated into business operations and companies are challenged to manage the associated risk. In addition to recognizing individuals who design and manage information security programs, CISM recognizes and adds credibility to those who oversee and assess them.
Program:
The ISACA CISM Exam Preparation Training covers the following 4 job practice domains:

**Domain 1 - Information Security Governance (24%)**
Affirms the expertise to establish and/or maintain an information security governance framework (and supporting processes) to ensure that the information security strategy is aligned with organizational goals and objectives. Domain 1 confirms your ability to develop and oversee an information security governance framework to guide activities that support the information security strategy.

**Domain 2 - Managing Information Risk (30%)**
Proficiency in this key realm denotes advanced ability to manage information risk to an acceptable level, in accordance with organizational risk appetite, while facilitating the attainment of organizational goals and objectives. Domain 2 demonstrates expertise in classifying information assets to ensure measures taken to protect those assets are proportional to their business value.

**Domain 3 - Developing And Managing An Information Security Program (27%)**
establishes ability to develop and maintain an information security program that identifies, manages and protects the organization’s assets while aligning with business goals. Domain 3 attests to the ability to ensure the information security program adds value while supporting operational objectives of other business functions (human resources, accounting, procurement, IT, etc.).

**Domain 4 - Information Security Incident Management (19%)**
validates capacity to plan, establish and manage detection, investigation, response and recovery from information security incidents in order to minimize business impact. Domain 4 establishes your skills in accurately classifying and categorizing information security incidents and developing plans to ensure timely and effective response.

**Training Dates, Time and Costs:**

June, 28, 29 and 30 2021
09:00 through 17:30

1.000 € for ISACA members (+20 CPE’s for this course) / 1.200 € for non-members

- **Excluding** CISM Review Manual, CISM Exam Fee, travel, transportation, hotel
- **Including** course handouts (slides), CISM trial exam with answers and lunches and coffee breaks
Training Location - PWC, 2, rue Gerhard Mercator, Gasperich

Payment: Participation fees will be paid in advance to the following Financial Institution:

ISACA Luxembourg A.S.B.L
16 Boulevard d’Avranches, L-1160, Luxembourg
Banque et Caisse de l’Etat Luxembourg - BCEE
IBAN LU72 0019 2455 6812 7000

Cancellation fee:

Up to 2 weeks before the start of the course: 20% of course fees
Up to 1 week before the start of the course: 50% of course fees
Within a week before the start of the course due to confirmed or suspected COVID-19: Full refund
No show: 100% of course fees.

COVID19

In light of the coronavirus disease (COVID-19) pandemic, ISACA Luxembourg confirms that appropriate measures to guarantee your health protection will be taken, in line with the instructions provided by the government.

Should you have confirmed or suspected coronavirus disease (COVID-19) within the week before the start of the course, please send an email to margot.hartman@securitymadein.lu and training@isaca.lu

Number of participants:

Limited to 12 participants for a high-quality interactive learning experience (min. 5 participants).

Registration process:

Complete the registration form and send it by email before June 4th 2021 to margot.hartman@securitymadein.lu and training@isaca.lu with title "CISM CERTIFICATION TRAINING".

Registration Form: See end of document

You will receive an acknowledgment email within maximum 1 week from submission.
REGISTRATION FORM

Participant Details

<table>
<thead>
<tr>
<th>Last Name</th>
<th>First Name</th>
<th>ISACA ID (opt.)</th>
<th>Email address</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Company Details

Company Name: ..........................................................................
Address (street + number): ......................................................
City: .....................................................................................
Zip-Code: ..............................................................................
Country: ................................................................................
Business Phone: ....................................................................... 

Please mail the scanned form to margot.hartman@securitymadein.lu and training@isaca.lu with subject line: "CISM CERTIFICATION TRAINING"

Registration Fees

ISACA Member: 1000 EUR / ISACA Non-Member: 1200 EUR

Terms and Conditions:

1. Registered participants will be liable for the full fee even in the event of non-attendance
2. Refunds will be given as following for any cancellations:
   • Up to 2 weeks before the start of the course: 80% refund
   • Up to 1 week before the start of the course: 50% refund
   • Within a week before the start of the course due to COVID-19: Full refund
3. Once registered, invoice will be issued via e-mail
4. Payment must be received prior to the training date
5. ISACA Luxembourg reserves the right to cancel or postpone the training should the minimum class size not be met

I declare that I have read and accept the above mentioned terms & conditions:

_________________________  ___________________________
SIGNATURE                  DATE