
Who Should Attend

This workshop is suitable for IT professional, information security
practitioners, auditors, risk managers, advisors, compliance officers, etc.
who want to have a in depth knowledge on the ISMS implementation,
audit and certification.

What You Will Learn

The Information Security Management System, including identification of
critical information and its value, risk evaluation and selection of controls,
internal audit, and measurement of effectiveness control, management
review and 3rd party certification.

Workshop Overview

ISO27001 is also known as Information Security Management System
(“ISMS”) provides requirements and controls to an organization with
goals and objectives to ensure capabilities provided are aligned to protect
the organization assets and the organization’s risk profile.

As the Information Security and Cyber threats continue to evolve and
become more sophisticated, organizations are strengthening their
defences against these threats. Any successful threats or cyberattack have
the opportunity to affect people, processes and technology throughout
the organization. This workshop focus on how Information Security
Controls and Risk Management should align to better cope with the
increasing threats and improve resilience.

ISACA Malaysia Chapter is proud to introduce an ISMS Fundamental and
Audit Workshop. This two-days program, is specially designed with the
objective to equip you with the knowledge and valuable skills on focusing
the implementation of Information Security Controls, Risk Management,
Audit and moving forward plan on ISO27001 implementation and
certification.

This workshop will provide participants on key stages in implementing
Information Security Management System and Controls at enterprise
level to achieve the certifications.

ISMS Fundamental and Audit Workshop
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Course Outline

You will learn the following over the 2 days workshop:
• The Knowledge of Information Security Management System
• Information security risk management – Risk Identification, Analysis, 

Evaluation and Treatment
• Leadership, Information Security Policy and Objective
• Competency, Awareness, Communication and Documented 

Information Requirement
• Performance Evaluation
• Continual Improvement
• Certification Requirement
• ISO/IEC 27001:2013 Standard Requirement has 14 Domains and 114 

Controls to mitigate information risk.
 Information Security Policies
 Organization of Information Security
 Human Resource Security
 Asset Management
 Access Control
 Physical and Environmental Security
 Operation Security
 Communication Security
 System Acquisition Development and Maintenance
 Supplier Relationship
 Information Security Incident Management
 Information Security Aspect of Business Continuity 

Management
 Compliance

Your Trainer
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• Certification auditor for Bureau Veritas, SIRIM International
QAS, Cyber Security Malaysia, DQS International and CI
International with more than 500 audit man-days covering
Malaysia, Singapore, Indonesia, Thailand Myanmar and
Philippines.

• Appointed developer for “Information Security Guidelines for
Malaysia Telecommunications Industry” based on ISO/IEC
27001 and ISO/IEC 27002 by Malaysia Communication and
Multimedia Commission.

• Appointed Subject Matter Expert for MyISMS apps (An
application assisting Malaysia Governance agency
implementing ISO/IEC 27001.

• Appointed Subject Matter Expert for Cloud Security Scheme
by Cyber Security Malaysia.

Kent Ng

• Master in ICT Management.
• 20 years experience in ICT

industry.
• 10 years experience in ISO/IEC

27001 Certification Auditing,
Consulting and Training.



Reservations & Registrations:
Places are LIMITED. Please register as early as possible. Registration will only be confirmed upon receipt of registration form, followed by payment, if applicable. If payment is applicable,
upon receipt of the registration, the fee will be a debt due to ISACA Malaysia Chapter.

ISACA Malaysia Chapter reserves the right to change the venue, date, speakers, and programme or to cancel the programme should unavoidable circumstances arise. If applicable, a full
refund of fees will be made in the event of cancellation.
Payment Details:
Fees are not refundable once registration is confirmed, however, replacements may be sent. Cheques should be made payable to “Information Systems Audit And Control Association”
and mailed to: ISACA Malaysia Chapter, Unit 916, 9th Floor, Block A, Damansara Intan, No.1, Jalan SS 20/27, 47400 Petaling Jaya, Selangor.

Alternatively, payment can be banked into: Maybank Account number – 512231822725. Bank in slip or Internet Banking confirmation MUST be faxed to 03-7726 1257 or emailed to
officeadmin@isaca.org.my, with a cover note stating Event Name, Organisation / Participant(s) Name and Amount Banked In. Payment will not be recognised without this cover note.

Event: ISMS Fundamental and Audit Workshop

Date: 15 - 16 April 2020

Venue: Info Trek Sdn Bhd

Unit-350, 3rd Floor, Amcorp Mall, 18 Persiaran Barat,

Petaling Jaya, Selangor Darul Ehsan, 46050,

http://www. info-trek.com/

Fees: RM1,880 for ISACA members

RM2,380 for non members

Contact: Mr Seelan, ISACA Office Administrator

Mobile: 017 219 6225 | Email: officeadmin@isaca.org.my

Important Notice

As good practice, ISACA Malaysia Chapter is informing you that your personal
data will be processed, retained and used by ISACA Malaysia Chapter in
relation to this training event. Your personal data may also be retained and
used by ISACA Malaysia Chapter to market and promote training events
conducted by ISACAMalaysia Chapter.

Participant Name Designation Membership No Email

Organisation & Contact Details

Organisation Name

Address

Contact Person

Telephone Department

Fax Email

Note: This is an editable PDF.

Details and Registrations

isaca.org/malaysia
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