
Who Should Attend

This talk is suitable for IT security/risk professionals, auditors,
advisors, etc. who is keen to increase their knowledge and
understanding on cyber risk issues and managing privileged access
management.

Overview

Cyber Risk
Get up close and personal with Australia-based APAC executive advisor,
international speaker and author, Shamane Tan, as she unpacks some of the key
takeaways from her acclaimed book 'Cyber Risk Leaders' which was birthed from
more than 70 over CISO conversations around the globe.

Shamane will explore the different challenges faced by our industry leaders in
this region, as well as some of the approaches that have worked best for CISOs in
navigating their stakeholders. In addition to business perspectives, Shamane will
also reveal some of the behind-the-scenes episodes from the lens of the
hackers.

Managing Privileged Access Management
Organisations often overlook protection of their privileged credentials, thus
leaving a gaping hole in their defenses. Privileged access provides direct, all-
powerful access to an organization’s most critical systems and sensitive data. If
compromised, they can provide external attackers and malicious insiders with
unfettered access to the heart of the enterprise.

Wong Wai Kit will share his experiences on some key risks, challenges and the
critical success factors in controlling and securing privileged access
management.
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Location: Sime Darby Convention Center, Bukit Kiara, Kuala Lumpur

Keys Takeaways

Cyber Risk

❑ Overview of some of the key challenges of the modern-day CISOs
❑ Explore some of the approaches that have been employed by

effective CISO leaders
❑ Walkthrough of a successful break-in (incognito-style) from the

perspective of the hacker

Managing Privileged Access Management

❑ Identify key risks in uncontrolled IT environments
❑ Understand the secure pathway to DevOps automation
❑ Improving the organizational security posture

3 CPE hours



Agenda

1:30pm Registration
2:00pm Cyber Risk – Shamane Tan
3:30pm Break / Networking Session
4:00pm Managing Privileged Access Management – Wong Wai Kit
5:15pm Q & A Session
5:30pm The End

Our Speakers

Wong Wai Kit, Regional Solutions Engineer,
ASEAN
Wai Kit started his career as IT security
professional who has over 13 years of
experience in the IT security industry. He joined
CyberArk in 2012 as a regional solution engineer
to provide an advisory and consultancy of
Privilege Access Management solution from
SME to large enterprise clients across the
region.

Wai Kit is also a Certified Information System
Security Professional (CISSP) holder for more
than 9 years who passionate about Cyber
Security with a strong desire.

Shamane Tan, Executive Advisor, APAC
Shamane Tan works with C-Suite executives to
ascertain the best approach for uplifting the
corporate security posture and managing cyber
risk in a digital age. She is the author of the
book 'Cyber Risk Leaders' which is a CISO
handbook containing rich insights from 70+
CxOs across industries, from all over the world
on modern day Cyber Security challenges.

As the founder of Cyber Risk meetup which has
2,000 members across Australia and Singapore,
Shamane's platform offers security enthusiasts
and executives an important channel to impart
and exchange innovative insights. Shamane is a
huge advocate and business champion for cyber
risk professionals and actively encourages
people to look for new ways to take a step
forward.
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Event: Half Day Talk : Cyber Risk and 
Managing Privileged Access Management

Date: 26th September 2019 (Thursday)

Time: 2.00pm to 5.30pm 

Venue: Sime Darby Convention Centre, 1A, Jalan Bukit Kiara 1, 
60000 Kuala Lumpur.

Fees: Free for ISACA members
RM 150 for non members  guest (for paying guest, please contact Mr Seelan)

Contact: Mr Seelan, ISACA Office Administrator

Mobile: +6017 219 6225 | Email: officeadmin@isaca.org.my

As good practice, ISACA Malaysia Chapter is informing you that your personal data will
be processed, retained and used by ISACA Malaysia Chapter in relation to this training
event. Your personal data may also be retained and used by ISACA Malaysia Chapter to
market and promote training events conducted by ISACA Malaysia Chapter.

Reservations & Registrations:
Seats are LIMITED. Please register via ISACAMY Chapter website (https://isaca.org/malaysia).

ISACA Malaysia Chapter reserves the right to change the venue, date, speakers, and programme or to cancel the programme should unavoidable circumstances arise. If applicable, a
full refund of fees will be made in the event of cancellation.

Payment Details:
Fees are not refundable once registration is confirmed, however, replacements may be sent. Cheques should be made payable to “Information Systems Audit And Control Association”
and mailed to: ISACA Malaysia Chapter, Unit 916, 9th Floor, Block A, Damansara Intan, No.1, Jalan SS 20/27, 47400 Petaling Jaya, Selangor.

Alternatively, payment can be banked-in to: Maybank Account number – 512231822725. Bank in slip or Internet Banking confirmation MUST be faxed to 03-7726 1257 or emailed to
officeadmin@isaca.org.my, with a cover note stating Event Name, Organisation / Participant(s) Name and Amount Banked In. Payment will not be recognised without this cover note.

Registration via 

ISACA Malaysia 

Chapter Website 

Only!
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