
Earn the ISACA Certified Information Systems Auditor (CISA), Certified Information Security Manager (CISM), Certified in the 
Governance of Enterprise IT (CGEIT) and Certified in Risk and Information Systems Control (CRISC) certifications and get 
recognized internationally!  ISACA certifications are globally accepted and recognized, giving you the creditability to move 
ahead in your career.  
 

ISACA Malaysia Chapter is organizing CISA , CISM, CGEIT and CRISC Boot Camps over the weekends to better prepare exam 
candidates for the examinations. Based on the training module prepared by ISACA International, these classes focus 
exclusively on the essential areas covered in the CISA, CISM, CGEIT and CRISC exams to assist candidates in preparing for the 
examination. The trainers are qualified professionals with at least 10 years of working experience with technical skills and 
knowledge of the specific domain(s).  
 

A brief summary of each ISACA certification is as below: 

2020 

Free ISACA Certification 

Boot Camps! 

Free ISACA Certification Boot Camps! 

Exam candidates who have studied the exam manuals and attempted on the QAE are encouraged to join the Boot Camps 
to tap on the brains of the trainers on how to answer the examination questions, to have your enquiries on any of the 
Examination domains answered and most importantly to have fun among other fellow candidates who are taking the 
same examinations as you. 
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 Certification CISA CISM CGEIT      CRISC 

Description Designed for IT/IS auditors, control, 
assurance and information security 
professionals.   

Designed for those who manage, 
design, oversee and assess an 
enterprise’s information security 
function.   

CGEIT recognizes a wide range of 
professionals for their knowledge 
and application of enterprise IT 
governance principles and 
practices.   

Designed for those experienced in 
the management of IT risk and the 
design, implementation, monitoring 
and maintenance of IS controls. 
  

Domain w.e.f . 2019 w.e.f. 2017 w.e.f. 2013 w.e.f. 2015 

1 Information System Auditing 
Process (21%)  

Information Security Governance 
(24%)  

Framework for the Governance of 
Enterprise IT (25%)  

IT Risk Identification (27%) 

2 Governance and Management of IT 
(17%)  

Information Risk Management 
(30%)  

Strategic Management (20%) IT Risk Assessment (28% 

3 Information Systems Acquisition, 
Development and implementation 
(12%)  

Information Security Program 
Development and Management 
(27%)  

Benefits Realization (16%) Risk Response and Mitigation (23%)  

4 Information Systems Operations 
and Business Resilience (23%)  

Information Security Incident 
Management (19%)  

Risk Optimization (24%) 
Risk and Control Monitoring and 
Reporting (22%) 

5 Protection of Information Assets 
(27%)  

- Resource Optimization (15%) - 

Domain 1 – IT Risk Identification (27%)  

Domain 2 – IT Risk Assessment (28%)  

Domain 3 – Risk Response and Mitigation (23%)  

Domain 4 - Risk and Control Monitoring and Reporting (22%)   

Domain 1 – Information Security Governance (24%)  

Domain 2 – Information Risk Management (30%)  

Domain 3 – Information Security Program Development and Management (27%)  

Domain 4 – Information Security Incident Management (19%)   

Domain 1 – Framework for the Governance of Enterprise IT (25%)  

Domain 2 – Strategic Management (20%)  

Domain 3 – Benefits Realization (16%)  

Domain 4 – Risk Optimization (24%)  

Domain 5 – Resource Optimization (15%)   

Domain 1 - Information System Auditing Process (21%)  

Domain 2 - Governance and Management of IT (17%)  

Domain 3 – Information Systems Acquisition, Development and implementation (12%)  

Domain 4 - Information Systems Operations and Business Resilience (23%)  

Domain 5 – Protection of Information Assets (27%)   



  Lee Chin Hon (accredited trainer), an active member serving on The 

ISACA Malaysia Chapter Board of Directors. He is a Certified 

Information Systems Auditor (CISA), Certified Information Security 

Manager (CISM),Certified in the Governance of Enterprise IT (CGEIT), 

Certified in Risk and Information Systems Control (CRISC), CSX 

Cybersecurity Practitioner and Chartered Accountant (CA Malaysia and 

New Zealand).  

    

Adrian Foo is currently an Assistant Vice President in Group Audit of 

one of Malaysia's largest Financial Services Institution. He has 

performed IT assurance and investigations activities across all the 

business entities within the Group, which include the commercial 

bank, insurance & takaful, investment banking and the overseas 

branches.  He is a CISA, CISM and CRISC. 

  
Alan Yau (accredited trainer) is currently holding a senior role as Chief 

Technical Officer at a Cybersecurity Consultancy and Security 

Operation Center organisation and has over 16 years of experience in 

Information Security, Governance and Controls.  He is a CISA, CISM, 

CGEIT, CRISC and obtained his CSX Fundamentals in year 2015. 

    

Retnendran Sivasupramaniam is currently a Portfolio Audit Head, 

Information Technology within Group Internal Audit Department of 

AmBank Group. He has been with AmBank Group for the past 20 

years, with the last 17 years focusing on IT audits. He is a Certified 

Information Systems Auditor (CISA).  

  Elissa Cher is the Head, Data Management and Chief Information 

Security Officer of an  Insurance company. She is a professional 

practitioner with over two decades of experience in the fields on Info 

Security, Auditing, Governance, Risk Management, Compliance and 

Controls, Computer Operations, Disaster Recovery and Business 

Continuity Management. She is a CISA, CISM, CGEIT and CRISC.  

    

Jasmin Goh is the Head Of Security of Government Agency. She has 

experiencing managing risk for Financial Institution which include the 

commercial bank, insurance & takaful and investment banking.  She 

is a CISM and CRISC. 

  
In a career spanning more two decades, Dr. Daniel Tan has been 

involved in and led various enterprise information systems initiatives in 

infrastructure, enterprise resource planning, business intelligence, 

electronic commerce and information security management. He is a 

CISM. 

    

Amrith Krishnan is an experienced Cyber Security professional with 

over 15 years of experience in leading and managing audit, risk, 

compliance & IT security programs for Fortune 500 organizations. He 

specializes in audits, cyber security assessments, risk assessments 

and operational risks. He is a CISA, CISM, CGEIT and CRISC. 

Your Trainers 
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Course:  2020 Free ISACA Certification Boot Camps! 
Venue:  ISACA Secretariat 

Contact:  Mr Jayaseelan, ISACA Office Administrator 

Mobile: +6017 219 6225 | Email: officeadmin@isaca.org.my 
 

Terms and Conditions 
1. Boot camps is free for members who have registered for exam in year 2020 only via 

ISACA International website. Members must show proof of exam registration to be 

entitled for the FREE boot camps.  

2. Members who did not turn up for the boot camp will be charged RM900 to cover 

administrative charges, venue and trainer cost. 

3. Non-member must register the boot camp directly with ISACA Malaysia Chapter. Any 

registration via third party will not be processed or entertained. 
 

Important Notice 
As good practice, ISACA Malaysia Chapter is informing you that your personal data will be 

processed, retained and used by ISACA Malaysia Chapter in relation to this training event. 

Your personal data may also be retained and used by ISACA Malaysia Chapter to market 

and promote training events conducted by ISACA Malaysia Chapter. 

Details & Registration Form 

Reservations & Registrations: 
Places are LIMITED. Please register as early as possible. Registration will only be 

confirmed upon receipt of registration form, followed by payment (if applicable). If payment 

is applicable, upon receipt of the registration, the fee will be a debt due to ISACA Malaysia 

Chapter. ISACA Malaysia Chapter reserves the right to change the venue, date, speakers, 

and programme or to cancel the programme should unavoidable circumstances arise. If 

applicable, a full refund of fees will be made in the event of cancellation. 

Payment Details: 
Fees are not refundable once registration is confirmed, however, replacements may be sent. Cheques should be made payable to “Information Systems Audit And Control Association” and mailed to: ISACA 
Malaysia Chapter, Unit 916, 9th Floor, Block A, Damansara Intan, No.1, Jalan SS 20/27, 47400 Petaling Jaya, Selangor. 
Alternatively, payment can be banked into: Maybank Account number – 512231822725. Bank in slip or Internet Banking confirmation MUST be faxed to 03-7726 1257 or emailed to officeadmin@isaca.org.my, 
with a cover note stating Event Name, Organisation / Participant(s) Name and Amount Banked In. Payment will not be recognised without this cover note. 
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Participant, Organization & Contact Details 

Participant Name Membership No 

Designation Email 

Organization Name 

Address  
 

Contact Person 

Telephone Department 

Fax Email 

Boot Camps Dates Fees Select () 

CISA A1:  11th, 12th, 18st, 19th Apr 2020 (Sat & Sun) 

Member              :  Free 

Non-member      :  RM1,600 

CISM M1:  25th  & 26th Apr 2020 (Sat & Sun) 

Member              :  Free 

Non-member      :  RM1,000 

CGEIT G1:  25th  & 26th Apr 2020 (Sat & Sun) 

Member              :  Free 

Non-member      :  RM1,000 

CRISC R1:  9th & 10th May 2020 (Sat & Sun) 

Member              :  Free 

Non-member       :  RM1,000 

Details 

mailto:officeadmin@isaca.org.my

