
Talk’s Coverage

Cyber Governance with COBIT 2019
 Application of COBIT 2019 Core Model to govern and manage cyber 

challenges  
 Guidance on COBIT 2019 Bridge and COBIT 2019 Foundation 

examinations

Managing Cyber Risk in a Digital Age
 The Reality of Digital Transformation
 Digital risk and its effects
 A structured approach to manage enterprise cyber risk

Who Should Attend
Members and their guests who are interested to know more about
fundamental concepts of cyber risk management techniques, COBIT 2019
and its benefits as an enterprise governance model or usage in providing
assurance to their organizations. You may be professionals, practitioners
and/or students in the following areas:

Overview

First to survive and next to complete, businesses must go cyber.
Compounded by mounting disruptive digitization, the enterprise
governance of information and technology is progressively at the
forefront of businesses. Cyber threats and attacks continue to grow
in number and complexity as the business world grows increasingly
connected and digital. Organizations of all types and sizes are
susceptible to cyber attacks. As companies become more agile and
innovative through the emergence of digital reach, new
vulnerabilities have emerged. The reality is that cyber risk is not
something that can be avoided; instead, it must be managed.

From ISACA, COBIT 2019 is a trusted and proven enterprise
governance framework with the latest and relevant developments
based on science and best practices. Participants will gain useful
insights into new trends and working guidance to govern the digital
age effectively and efficiently.
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Half Day Talk - Members’ Sharing & Networking Event
Cyber Governance & Managing Cyber Risk 

Date/Time: 26 March 2020, 2:00PM – 5:30PM
Location: Sime Darby Convention Centre, Kuala Lumpur

3 CPE hours



Dr. Kim has held diverse capacities in IT
across varied industries. Whilst as the CIO of
an MNC, she has led the implementation of
COBIT 4.1 in 2007. An accredited COBIT 5
and COBIT 2019 trainer, she is passionate in
contributing to cyber vigilance in the digital
age.

Dr. Wong Kim Hoe (COBIT 2019 Accredited Trainer)
Mr. Amrith Krishnan (CISA, CISM, CGEIT, CRISC, CISSP)

Our Speakers
ISACA MY Chapter SIG 3 Risk, Governance, Audit and 
Compliance” (RGAC)
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Cyber Governance & Managing Cyber Risk

Agenda
1:45 PM   Registration
2:00 PM   Cyber Governance with COBIT 2019

Key principles, concepts & models
The COBIT Core Model
Application, Mapping & Referencing
Certification Examinations

3:15 PM Q&A             
3:30 PM   Break / Networking
3:45 PM   Managing Cyber Risk in a Digital Age

The Reality of Digital Transformation
Digital risk and its effects
Managing cyber risk for your enterprise

5:00PM    Q & A
5:15PM    Talk Wrap up      
5:30pm    End

Amrith Krishnan is an experienced and
certified Cyber Security practitioner with
over 15 years of experience in leading first,
second and third lines of defense for Fortune
500 organizations. He is currently the Group
Operational Risk Officer (Cyber Security) for
a leading international banking group.



Reservations& Registrations:
Places are LIMITED. Please register as early as possible. Registration will only be confirmed upon receipt of registration form, followed by payment, if applicable. If payment is applicable, upon receipt
of the registration, the fee will be a debt due to ISACAMalaysia Chapter.

ISACA Malaysia Chapter reserves the right to change the venue, date, speakers, and programme or to cancel the programme should unavoidable circumstances arise. If applicable, a full refund of fees
will be made in the event of cancellation.

PaymentDetails:
Fees are not refundable once registration is confirmed, however, replacements may be sent. Cheques should be made payable to “Information Systems Audit And Control Association” and mailed to:
ISACAMalaysia Chapter, Unit 916, 9th Floor, Block A, Damansara Intan, No.1, Jalan SS 20/27, 47400 Petaling Jaya, Selangor.

Alternatively, payment can be banked into: Maybank Account number – 512231822725. Bank in slip or Internet Banking confirmation MUST be faxed to 03-7726 1257 or emailed to
officeadmin@isaca.org.my, with a cover note stating Event Name, Organisation / Participant(s) Name and Amount Banked In. Payment will not be recognised without this cover note.

Event: Members’ Sharing & Networking Event
- Cyber Governance & Managing Cyber Risk 

Date: 26 March 2020

Time: 2:00pm – 5:30pm

Venue:        Sime Darby Convention Centre
1A Jalan Bukit Kiara 1
60000 Kuala Lumpur
www.simedarbyhospitality.com/sdcc

Fees:           Free for ISACA members
RM 150 for non members

Contact: Mr Seelan, ISACA Office Administrator
Mobile: +6017 219 6225 | Email: officeadmin@isaca.org.my

* Members may invite guests to this event for RM 150 per person.

Important Notice:

As good practice, ISACA Malaysia Chapter is informing you that your personal data
will be processed, retained and used by ISACA Malaysia Chapter in relation to this
training event. Your personal data may also be retained and used by ISACA Malaysia
Chapter to market and promote training events conducted by ISACA Malaysia
Chapter.
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Details & Registration Form

Registration via 

ISACA Malaysia 

Chapter Website 

Only!

mailto:officeadmin@isaca.org.my

