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Information Systems Audit and

Control Association (Asociación de

Auditoría y Control de Sistemas de

Información), asociación

internacional que apoya y

fomenta el desarrollo de

metodologías y certificaciones

para la realización de

actividades de auditoría y

control en sistemas de

información

Fundada en 1969

+ 185.000 asociados

+225 Capítulos en el mundo

Información: ww.isaca.org

ISACA

https://www.isaca.org
https://www.isaca.org
https://www.isaca.org
https://www.isaca.org
https://www.isaca.org


Asociación española sin ánimo de lucro

Desde 1987

+ 1.600 asociados

Accredited Training Organization

Formación & Conferencias
○ Cursos de Preparación exámenes ISACA

○ Congreso de Auditoría & GRC

○ CiberTodos

○ ISACA Madrid Event

○ Jueves de ISACA 

Comisiones de Trabajo

Relaciones académicas e Institucional

¡Síguenos!

+info: www.isaca.madrid

ISACA Madrid Chapter

“El objetivo principal de la
Asociación es contribuir a la
calidad y excelencia del
Gobierno, Gestión de Riesgos,

Cumplimiento, Seguridad,
Control y Auditoría de las
Tecnologías de la Información y
Comunicaciones, así como
fomentar la formación,
capacitación y reconocimiento
de los profesionales en estos
ámbitos".

Vanesa Gil Laredo, Presidenta ISACA Madrid

Asociación

http://www.isaca.madrid
https://www.linkedin.com/company/isacamadrid/mycompany/?viewAsMember=true
https://t.me/isacamadrid


ISACA Madrid Chapter
Conferencias

Los asociados/as de ISACA Madrid pueden asistir 
gratis a todas estas conferencias.



CUOTA ISACA INTERNACIONAL: 135 USD
Recién graduados: 67.50 USD

Estudiantes: 25 USD
+

CUOTA LOCAL
+

ALTA: 10 USD

Cuota local: 85 USD 1r año, luego 70 USD
Recién graduados: 17.5 USD

Estudiantes: Gratis

Personal e individual

Nivel internacional & nivel local

Independiente de las certificaciones

Distintos tipos de membresía
○ Profesionales

○ Recién graduados

○ Estudiantes

Principales ventajas:
○ Descuentos

○ CPEs (créditos de formación 

continuada)

○ Acceso a materiales

○ Networking

○ Eventos gratuitos

Información: isaca.org/membership

ISACA Madrid Chapter
Membresía

M
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https://www.isaca.org/membership/professional-membership/professional-join
https://www.isaca.org/membership/professional-membership/professional-join
https://www.isaca.org/membership/recent-graduate-membership
https://www.isaca.org/membership/recent-graduate-membership
https://www.isaca.org/membership/student-membership
https://www.isaca.org/membership/student-membership
https://www.isaca.org/membership


Deloitte (121), BBVA (45), Telefónica (60),
ISDEFE (35), MAPFRE (34), PwC (40),
Caixabank(26), EY, Banco de España, Indra,
Banco Santander, GMV, Capgemini,
Accenture (26), …

Technology Services/Consulting (50%)

Financial/Banking (15%)

Telecommunications/Communications (7%)

Security Director/Manager/Consultant (22%)

IT Director/Manager/Consultant (~10%)

Compliance/Risk/Privacy (~15%)

Director/Manager/Consultant (~9%)

IT Audit Director/Manager/Consultant (13%)

IT Senior Auditor (External/Internal) (~7%)

ISACA Madrid Chapter
Asociados



¿Por qué unirse a ISACA y certificarse?

Asistencia gratuita, o grandes descuentos en conferencias, cursos, material de

estudio, exámenes...

ISACA y sus certificaciones son mundialmente reconocidas y valoradas.

La marca ISACA en tu CV acredita tus conocimientos en la materia.

Adicionalmente, demuestra que te mantienes al día en la materia.

Posibilidad de acceso a abundante material especializado y de calidad.

Comunidad local y mundial de profesionales, (a diferencia de otras

organizaciones orientadas a empresas).

Posibilidad de participar activamente en la comunidad, tanto con trabajo

voluntario, como impartiendo formación o bien ocupando un cargo de

responsabilidad, incluso a nivel internacional .

… ¡y mucho más! www.isaca.org/join

http://www.isaca.org/join


Certificados y Certificaciones



Certificados

Certificaciones

Certificados y Certificaciones

new new



Áreas de conocimiento de Certificados y Certificaciones

Nivel Inicio                                                                                            Avanzado



Certificaciones

● Completar con éxito el examen.

● Acreditar experiencia relevante facilitando 

contacto de un superior.

● La nota del examen es válida durante 5 años.

● Suscribir el Código de Ética Profesional.

● Suscribirse al Programa de Educación Continua
○ Incl. cuota de renovación anual

○ Acreditación de CPEs

● Se actualiza el temario cada ~5 años

● Se puede verificar el estatus: 

isaca.org/credentialing/verify-a-certification

Certificados

● Completar con éxito el examen

● Es decir, no hay requisitos previos

● No es necesario renovación

Certificados y Certificaciones
Principales diferencias

https://www.isaca.org/credentialing/verify-a-certification
https://www.isaca.org/credentialing/verify-a-certification
https://www.isaca.org/credentialing/verify-a-certification
https://www.isaca.org/credentialing/verify-a-certification
https://www.isaca.org/credentialing/verify-a-certification


Certificados y Certificaciones
Principales similitudes

credly.com/organizations/isaca/badges

Todos los exámenes de ISACA se realizan de manera INDIVIDUAL. Se pueden hacer 

ONLINE, aunque también de forma PRESENCIAL en centros de exámenes.

ISACA Madrid es Accredited Training Organization (ATO): Materiales, exámenes y 

membresías se adquieren junto con los cursos.

Los vouchers de examen tienen validez de 1 año.

ISACA Madrid ofrece cursos de preparación para los exámenes.

Existen “badges” digitales para dar visibilidad en redes profesionales.

https://www.credly.com/organizations/isaca/badges
https://engage.isaca.org/madridchapter/formacion/nuestros-cursos
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Certificados y Certificaciones

1. Asociarse a ISACA y al capítulo local

2. Comprar los dos manuales considerados imprescindibles:
a. Manual de Preparación para el Examen (parte teórica)

b. Base de Datos de Preguntas, Respuestas y Explicaciones (parte práctica)

3. Comprar el voucher del examen (validez 1 año)

4. Inscribirse en el curso de preparación del capítulo de Madrid y repasar el 

manual de teoría

5. Hacer el curso

6. Auto-estudio durante 2-3 meses con la Base de Datos de Preguntas y 

Respuestas, realizar simulacros incluidos en la misma.

7. Programar y hacer el examen

8. ¡APROBAR!

Después de aprobar: solicitar la certificación acreditando la experiencia 

requerida y pagando una cuota de 50 USD. +info

Trayecto recomendado a través de ISACA Madrid 

1, 2 y 3 a través 

de pack de 

ISACA Madrid

https://www.isaca.org/credentialing/cisa/get-cisa-certified


Formación en Riesgos TIC



Certificaciones - CRISC

Certificación de Gestión de Riesgos Tecnológicos

Diseñada para aquellas personas con experiencia en la gestión de riesgos de TI y en 

su alineamiento con la gestión de los riesgos empresariales, para abordar los 

procesos de identificación, evaluación, respuesta, tratamiento y monitorización de 

dichos riesgos de TI.

Más de 44.000 profesionales certificados en todo el mundo desde el 2010.

Requisitos: Un mínimo de 3 años de experiencia profesional en gestión de riesgos de 

TI y control de SI.

Dominios:

○ Dominio 1 - Gobierno de TI (26 %)

○ Dominio 2 - Evaluación de riesgos de TI (22 %)

○ Dominio 3 - Informes y respuesta al riesgo (32 %)

○ Dominio 4 - Tecnologías de la información y seguridad (20 %)

+info: isaca.madrid/CRISC

Certified in Risk and Information Systems Control

Actualizados contenidos en 2025

http://isaca.madrid/CRISC


Certificados - IT Risk Fundamentals

Ideal para profesionales que quieren
aprender sobre la gestión de riesgos
de TI y su alineamiento con la gestión
de riesgos empresariales. Sienta las
bases sobre las distintas etapas de la
gestión de riesgos de TI: cómo
identificarlos, evaluarlos en base al
apetito de riesgo de las empresas para
establecer prioridades, tratarlos y
mitigarlos a través de controles de TI,
así como monitorizarlos para
garantizar la mejora continua del
programa de gestión de riesgos de TI.
Los candidatos aprenderán términos y
conceptos básicos de riesgos
tecnológicos antes de afrontar el
examen del certificado.



Certificados - IT Risk Fundamentals

Dominios:

○ Introducción al riesgo y visión general (5%)
○ Gobierno y gestión de riesgos (15%)
○ Identificación de riesgos (20%)
○ Evaluación y análisis del riesgo (25%)
○ Respuesta al riesgo (15%)
○ Supervisión del riesgo, presentación de informes y comunicación  (20%)

Idioma manual y examen: Inglés

Duración del examen: 2 horas. 75 preguntas tipo test

Curso ISACA Madrid? Si

+ info: isaca.madrid/itrisk

Coste examen compra www.isaca.org:     

175 / 255 USD

https://engage.isaca.org/madridchapter/certificaciones/certi-it-risk
http://www.isaca.org


Formación en Auditoría de TI y de 

ciberseguridad



Certificaciones - CISA

Certificación de Auditor de Sistemas de Información

Para profesionales en auditoría, control y seguridad de SI

Más de 218.000 profesionales certificados en todo el mundo desde 1978

Requisitos: 5 años de experiencia en auditoría, control, aseguramiento o seguridad 

de SI. Convalidaciones disponibles hasta un máximo de 3 años.

Dominios:

○ El Proceso de auditoría de sistemas de la información (18%)

○ Gobierno y gestión de TI (18%)

○ Adquisición, desarrollo e implementación de sistemas de información (12%)

○ Operaciones de sistemas de información y resilencia de negocio (26%)

○ Protección de los activos de información (26%)

+info: isaca.madrid/CISA

Certified Information Systems Auditor

https://engage.isaca.org/madridchapter/certificaciones/certicisa


Certificados - Cybersecurity Audit

Proporciona a los profesionales de auditoría/aseguramiento el conocimiento
necesario para llevar a cabo con éxito auditorías de ciberseguridad. Proporciona a
los profesionales de la seguridad una comprensión del proceso de auditoría y a los
profesionales de auditoría/riesgos de TI una comprensión del riesgo cibernético y
sus controles de mitigación (framework de NIST).

La obtención del certificado “Cybersecurity Audit Certificate” es el complemento
ideal tanto para los profesionales CISA que necesitan ampliar su campo de
revisión hacia de ciberseguridad, como para aquellos que quieren iniciarse en el
campo de la auditoría específica de ciberseguridad.

Dominios
○ Cybersecurity and Audit’s Role (5%)
○ Cybersecurity Governance (20%)
○ Cybersecurity Operations (45%)
○ Cybersecurity Technology Topics (30%)



Certificados - Cybersecurity Audit

En combinación con curso impartido por el capítulo 480€, ofrecemos: Libro + 

Examen + membresía: 550€.

Idioma del examen: Inglés

Requisitos previos: No

Duración del examen: 2 horas

75 preguntas tipo test

Curso ISACA Madrid: Sí

+info isaca.madrid/cybersecurityaudit

Coste examen compra www.isaca.org:     

259 / 299 USD

http://isaca.madrid/cybersecurityaudit
http://www.isaca.org


Formación en Seguridad de las TIC y 

Ciberseguridad



Certificados - Cybersecurity Fundamentals

Dominios:
○ Fundamentos de la seguridad de la información (27%)
○ Panorama de las amenazas (18%)
○ Protección de activos (35%)
○ Operaciones y respuesta de seguridad (20%)

Idioma manual y examen: Inglés y español.

Duración del examen: 2 horas. 60 preguntas (48 tipo test y 12 por desempeño)

Curso ISACA Madrid? Si.  En combinación con curso impartido por el capítulo 
380€, ofrecemos: Libro + Examen + membresía: 480€.

Grandes Descuentos para estudiantes

+ info: isaca.madrid/CybersecurityFundamentals

https://engage.isaca.org/madridchapter/certificaciones/certi-itca






Certificaciones - CISM

Certificación de Gerente de Seguridad de la Información

Diseñada para aquellas personas que desempeñan las funciones de gobierno y

gestión de la seguridad

Más de 101.000 profesionales certificados en todo el mundo desde 2002

Requisitos: 5 o más años de experiencia en gestión de seguridad de la información.

Convalidaciones por experiencia, hasta un máximo de 2 años.

Dominios:

● Gobierno de la seguridad de la información (17 %)

● Gestión de riesgos de la información (20 %)

● Desarrollo y gestión del programa de seguridad de la información (33 %)

● Gestión de incidentes de seguridad de la información (30 %)

+info: isaca.madrid/CISM

Certified Information Security Manager

Actualización 
noviembre 

2026

https://engage.isaca.org/madridchapter/certificaciones/cism
https://engage.isaca.org/madridchapter/certificaciones/cism
https://engage.isaca.org/madridchapter/certificaciones/cism


Formación en Privacidad de datos

















Certificaciones - CDPSE

Certificación de Soluciones de Privacidad de Datos 

Diseñada para tecnólogos de la privacidad demostrar que comprenden los aspectos 

técnicos de la creación y gestión de programas de privacidad para garantizar el 

cumplimiento y mitigar el riesgo. Más de 19.000 profesionales certificados.

Requisitos: Un mínimo de 3 años de experiencia en gobierno/gobernanza 

(governance) de la privacidad de datos, gestión de riesgos de privacidad y 

cumplimiento normativo, ingeniería de privacidad y/o trabajo relacionado con el ciclo 

de vida de los datos. Sin convalidaciones o sustituciones por experiencia.

Dominios:

○ Dominio 1 - Privacy Governance  (20%)

○ Dominio 2 - Privacy Risk Management & Compliance (18%)

○ Dominio 3 - Data Life Cycle Management  (23%)

○ Dominio 4 - Privacy Engineering (39%)

+info: isaca.madrid/CDPSE

Certified Data Privacy Solutions Engineer

Contenidos recien actualizados

https://engage.isaca.org/madridchapter/certificaciones/certicdpse


Formación en Tecnologías 

emergentes



Certificado - BlockChain Fundamentals

Dispone de su guía de estudio y examen

Material y examen en inglés y español.

Exámenes mixtos: duración 2h, parte conocimiento y parte habilidades

+info:  isaca.madrid/blockchain

Dominios :

Blockchain Concepts (67%)
Blockchain Usage and Considerations (33%)

http://isaca.madrid/blockchain


Certificado - CLOUD Fundamentals

Dispone de su guía de estudio y examen

Material y examen inglés y español.

Exámenes mixtos: duración 2h, parte conocimiento y parte habilidades

+info:  isaca.madrid/cloud

Dominios :

Cloud Computing Concepts (42%)
Cloud Governance (23%)
Cloud Service Support (35%)

http://isaca.madrid/cloud


Certificado - IoT Fundamentals

Dispone de su guía de estudio y examen

Material y examen en inglés y español.

Exámenes mixtos: duración 2h, parte conocimiento y parte habilidades

+info:   isaca.madrid/IoT

Dominios :

IoT Concepts (47%)
IoT-Enabled Technologies (53%)

http://isaca.madrid/IoT


Certificado - Artificial Intelligence Fundamentals

Dispone de su guía de estudio y examen

Material y examen en inglés.

Exámenes mixtos: duración 2h, parte conocimiento y parte habilidades

+info:  isaca.madrid/IA

Dominios :

AI Concepts (50%)
AI Implementations (50%)

http://isaca.madrid/IA


Nuevas Certificaciones en Inteligencia Artificial



Certificaciones - AAIA

Certificación Avanzada en Auditoría de la Inteligencia Artificial (AAIA) 

Requisitos: Para profesionales con CISA u otra certificación cualificada CPA o CIA.

Dominios:

○ Gobernanza y riesgo de la IA (33%)

○ Operaciones de la IA (46%)

○ Herramientas y técnicas de auditoría de IA (21%)

Idioma manual y examen: Inglés y español

Duración del examen: 150 minutos (90 preguntas tipo test)

Curso ISACA Madrid? Aún no, os mantendremos informados. 

+info: isaca.madrid/AAIA

Certified  Advanced in AI Audit

http://isaca.madrid/AAIA


Certificaciones - AAISM

Certificación Avanzada en Gestión de la Seguridad de la IA (AAISM)

Requisitos: Para profesionales con CISM o CISSP 

Dominios:

○ Gobernanza de IA y gestión de programas (31%)

○ Tecnología y Controles de IA (38%)

○ Gestión de Riesgos de IA (31%)

Idioma manual y examen: Inglés y español

Duración del examen: 150 minutos (90 preguntas tipo test)

Curso ISACA Madrid? Aún no, os mantendremos informados. 

+info: isaca.madrid/AAISM

Certified  Advanced in AI Security Management

http://isaca.madrid/AAISM


Certificaciones - AAIR

Certificación para profesionales con experiencia en riesgos de TI

Requisitos: Para titulares activos con cualquier certificación de ISACA: CISA, CISM, 

CRISC, CGEIT, CDPSE.

Dominios:

○ Gobernanza de riesgos de IA e integración de marcos (31%)

○ Gestión de riesgos del ciclo de vida de la IA (38%)

○ Gestión de programas de Riesgos de IA (31%)

El programa beta de AAIR está en progreso. La certificación comenzará en Abril 2026

Certified  Advanced in AI Risk



Lectura recomendada
Guías de examen para el Candidato

https://www.isaca.org/credentialing/exam-candidate-guides

https://www.isaca.org/credentialing/exam-candidate-guides

https://www.isaca.org/credentialing/exam-candidate-guides


Lectura recomendada
Guías para el examen

https://www.isaca.org/credentialing/exam-candidate-guides

https://www.isaca.org/credentialin
g/exam-candidate-guides

https://www.isaca.org/credentialing/exam-candidate-guides
http://isaca.org
http://isaca.org
http://isaca.org
http://isaca.org
http://isaca.org
http://isaca.org


Certificaciones - ¿Cuál elegir?

link isaca.org

link isaca.org

https://www.isaca.org/resources/infographics/which-isaca-certification-is-right-for-you


Certificados - ¿Cuál elegir?



CPEs: Qué son y cómo obtenerlos



CPEs: Qué son

CPE (Continuing Professional Education) es un elemento clave para mantener la

certificación.

Las horas de crédito de CPE son opcionales en el primer año tras la certificación

inicial.

Para mantener una certificación, desde el segundo año en adelante se requiere

declarar:

● Un mínimo de 20 CPE cada año

● Un mínimo de 120 CPE en un periodo de 3 años

● Cumplir con el Código de Ética Profesional de ISACA

Se hacen auditorías aleatorias (guardar la evidencia)

www.isaca.org/join

http://www.isaca.org/join


Cómo obtener CPEs

Asistencia a Congresos y eventos organizados por ISACA Madrid: presenciales u online.

Asistencia a cursos impartidos por ISACA Madrid: presenciales u online.

Participando en las Comisiones de Trabajo.

Oportunidades de voluntariado (ISACA Madrid e Isaca.org): traducciones, revisión de

materiales formativos, en otras.

Formaciones no organizadas por Isaca donde puedas acreditar que la materia está

relacionada con la certificación en cuestión.

Escribir artículos como parte de publicaciones (isaca.org).

Participando en el Programa de Mentoría.

www.isaca.org/join

https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe

http://www.isaca.org/join
https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe
https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe
https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe
https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe
https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe
https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe
https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe
https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe
https://www.isaca.org/membership/become-a-member/member-benefits/free-cpe


Cómo obtener CPEs

Webinars online gratuitos ISACA

www.isaca.org/join

http://www.isaca.org/join


Preguntas

FORMACION@ISACAMADRID.ES - 91 032 71 76

WWW.ISACA.MADRID

mailto:FORMACION@ISACAMADRID.ES
http://www.isaca.madrid
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