Oracle Cloud ERP Security Administration
 
Company:           Western Digital 
Location:             951 Sandisk Drive, Milpitas, CA 95035
Start:                    Feb 24, 2019
Duration:             6 months
Utilization:          40 hours per week
Timings:               Mon-Fri 9 am to 6 pm with 1 hour lunch break
Tax Term:            Contract C2C
 
ABOUT WESTERN DIGITAL 
 
· We’ve been storing the world’s data for more than 50 years. Once, it was the most important thing we could do for data. Now we’re helping the world capture, preserve, access and transform data in a way only we can.
· The most game-changing companies, consumers, professionals, and governments come to us for the technologies and solutions they need to capture, preserve, access, and transform their data
· [bookmark: _GoBack]Western Digital® data-centric solutions are found under the G-Technology™, HGST, SanDisk®, Upthere™, and WD® brands.
 
ABOUT THE ROLE
 
· This is a hands on IT Application Security role for Oracle Cloud ERP (primary) and Oracle EBS (R12).  The selected person will work on role development, provisioning, supporting application implementation and roll out, supporting Information Security (Infosec) and IT Audit processes.
· The candidate will provide guidance and provisioning and production support for user access to our Oracle cloud ERP system; will support the Oracle Cloud ERP security design that supports business processes and organization structure in the most effective and efficient manner, while ensuring compliance with all security and architectural mandates; and will work closely with other teams including the Oracle Cloud ERP support team, Information Security and Risk Management and our business team members.
 
EXPECTATIONS OF THE CANDIDATE
 
· Should have through understanding of security architecture of Oracle Cloud R13 and higher, Oracle EBS R12 (Role/Responsibility design, Data access, User maintenance and Personalization)
· Demonstrate Design effectiveness of IT and/or Business Process controls and Operating effectiveness of controls SOX Compliance, Segregation of Duties (SOD) analysis and sensitive access (SA) analysis
· Understanding of Business Process cycles (Source to Settle; Revenue & Receivables, PLM, Record to Report).
· Support Issue resolution for defects raised by users and resolve them as per defined SLA
· Oversee access management of Oracle Cloud R13 and Oracle EBS R12 (i.e. user administration, access recertification)
· Support Internal audit and External Audit 
· Understand Internal controls and compliance and how it relates to the overall audit
To apply

Send an email to bala.ramachandran@wdc.com

