SASIG Daily Webinars  29 March  1 April 
Monday 29 March, 2pm-3pm (BST)
Dark Halo and M365: How Microsoft helped attackers hide in plain sight
https://www.thesasig.com/calendar/event/21-03-29-cybercrime/

Tuesday 30 March, 11am-12noon (BST)
Securing those hard-to-reach areas – First choice, second opinion
https://www.thesasig.com/calendar/event/21-03-30-incident/

Wednesday 31 March 2021, 11am-12noon (BST)
EDR/NDR/XDR/WTFDR - Confused?
https://www.thesasig.com/calendar/event/21-03-21-networks/

Thursday 1 April, 11am-12noon (BST)
Why you need to discover your unstructured data in 2021
https://www.thesasig.com/calendar/event/21-04-01-networks/

No Event  on Friday 2 April or Monday 5 April  (Easter Break) 


SASIG Daily Webinars  29 March  1 April 
Monday 29 March, 2pm-3pm (BST)
Dark Halo and M365: How Microsoft helped attackers hide in plain sight
As shown in recent attacks, misconfigurations in M365 are often the channels through which unauthorised use of identities and access to data occurs without alerting security teams. As the latest major attack vector, M365 requires consistent, in-depth analysis.Join us as we explain what’s changed within the hacker community and why M365 is fast becoming the target. We’ll look at recent breaches of M365 (including the Dark Halo breach), the implications on M365, how they achieved their target undetected, and what we need to do to detect and mitigate the risk.
Tuesday 30 March, 11am-12noon (BST)
Securing those hard-to-reach areas – First choice, second opinion

In the latter part of 2020, some 88% of the threats delivered via email took nearly nine days on average for scanning (AV) engines to recognise their hash. Your business cannot afford for criminals to be active in your infrastructure for over a week. Consideration should always be an option to collaborate technically by adding a ‘second opinion’ for identifying cyber activity alongside your current protection tools to mitigate cybercriminal outlier opportunities, increasing your capability to secure all business, partner and customer entry points.

Wednesday 31 March 2021, 11am-12noon (BST)
EDR/NDR/XDR/WTFDR - Confused?
In the world of cybersecurity, acronyms abound. Many of which represent technologies and concepts that are seemingly indistinguishable from one another. Take EDR, NDR and XDR…With every vendor having a ‘Detection & Response’ story, understandably, we have seen customers confused as to how these technologies work and where the overlap is.
Thursday 1 April, 11am-12noon (BST)
Why you need to discover your unstructured data in 2021
Do you really know what data your organisation has, and where it is stored? What about when it comes to hidden, unmanaged, unstructured data? 80-90% of the data businesses create every day is unstructured, so not knowing is a problem if you are involved in information security (as well as data migration, information governance, privacy, or digital transformation) because it represents massive risk but also huge untapped value.
Find out:
· Why anyone working in information security needs full visibility of everything.
· What other organisations are doing to discover their unstructured data, mitigate risk and drive value.
· How knowing your data supercharges data projects and how you can do the same.
