SASIG Daily Webinars 30th Nov 4th December
Monday 30 November, 2-4pm (GMT)   
A virtual tour of The National Museum of Computing
£10 Donation 
https://www.thesasig.com/calendar/event/20-11-30-visit/
https://www.tnmoc.org/tnmocshop/corporate-group-guided-virtual-tour-tickets

Tuesday 1 December, 11am-12noon (GMT)
How to mitigate insider risk and how regulated firms can stay ahead
https://www.thesasig.com/calendar/event/20-12-01-proofpoint/

Wednesday 2 December, 11am-12noon (GMT)
Perception fatigue: Communicating security messages in a noisy room
https://www.thesasig.com/calendar/event/perception-fatigue-communicating-security-messages-in-a-noisy-room/

Thursday 3 December, 3 – 4:30pm (GMT)
SASIG Academy: Getting cyber healthy with the doctor - Why and how are cybercrimes committed?
for SASIG members only
https://www.thesasig.com/calendar/event/sasig-academy-getting-cyber-healthy-with-the-doctor-why-and-how-are-cybercrimes-committed/

Friday 4 December, 11am-12noon (GMT)
The future of employee screening: Screening for the fourth industrial revolution
https://www.thesasig.com/calendar/event/the-future-of-employee-screening-screening-for-the-fourth-industrial-revolution/
SASIG Daily Webinars 30th Nov 4th December
A virtual tour of The National Museum of Computing
Monday 30 November, 2-4pm (GMT)   
£10 Donation
SASIG is delighted to offer this virtual live curated afternoon tour of The National Museum of Computing (TNMoC) at Bletchley Park, an institution dedicated to collecting and restoring historic computer systems. You will learn about and gain inspiration from the story of over 70 years of computing, and also have the opportunity to speak directly with the experts as they describe how the computers were used, telling anecdotes about their design and operation.
For this fantastic opportunity, we ask SASIG members to contribute a modest fee of £10 to join us as we marvel at history in action. There is also the opportunity to top up this fee with a voluntary donation. SASIG will also be donating a further £10* * Up to £500 to the museum for every participant who attends, in recognition of it currently experiencing a reduction in its funding during the lockdown in England.

Tuesday 1 December, 11am-12noon (GMT)
Insider risk is a challenge across many industries, with financial services companies facing some of the worst outcomes. A recent benchmark study found that the financial sector experienced the highest average yearly cost. Containing insider threats costs the industry £10.9 million annually. That is a 20.3% increase from 2018. Insider incidents at financial services companies can lead to fraud, financial losses, data leaks, regulatory fines and more. The root cause may be a sloppy user or third-party contractor, an angry employee or a stolen login. But no matter what the reason, companies need visibility into insider threats. People-centric security helps financial companies manage risk better.
In this talk, we’ll explore the unique risks of insider threats and how to combat them. You will learn:
• The three main insider threat profiles and how to address each
• Why insider threats are unique and require more context than other threats
• How to reduce response time and costs by speeding up investigations


Wednesday 2 December, 11am-12noon (GMT)
Perception fatigue: Communicating security messages in a noisy room
During the pandemic, we have all been bombarded with a cacophony of scary warnings and instructions on a whole range of vital and dangerous health issues. We have also been forced to work in our home environments, many for the first time. Employees are experiencing increased job insecurity, isolation and loneliness. Covid has influenced and changed societal behaviour forever and in so many ways.
· How do we communicate important security messages in this current noisy environment? 
· What new security communications tools and techniques have emerged during Covid? 
· How can we prepare for peace on the other side of this crisis, in both how we live and work?


Thursday 3 December, 3 – 4:30pm (GMT)
SASIG Academy: Getting cyber healthy with the doctor - Why and how are cybercrimes committed?
for SASIG members only
This third session continues the “Getting Cyber Healthy with the Doctor” training series, as we focus on the objectives of cybercrimes, how objectives are pursued and achieved, and what the relative indicators and attributes are. The training will include technical examples and reference cases from experience. The Doctor, Shane Shook, is a recognised information technology and security authority. 

Friday 4 December, 11am-12noon (GMT)
The future of employee screening: Screening for the fourth industrial revolution
For anyone involved with, or interested in, employee screening and the latest developments and future changes, this session will provide a whistlestop tour on everything an employer needs to know on employee screening. This session will cover the latest information relevant to employee screening, including temporary and longer-term changes to Home Office’s Right to Work policy, UK Gov’s Digital Identity ambitions and the concept of ‘Digital Hiring’. We also hear the latest about the criminal record checking agencies, including DBS and Disclosure Scotland, as well as more broadly on UK Gov and industry projects such as the ‘Campaign for better referencing’, UKIFA: a new body tackling identity fraud in recruitment, and wider fourth industrial revolution impacts on employee screening, from technology to changing regulations.


