Save the Date - ISACA Scotland AGM by Zoom - 24th June 11.30-13.30
Invite & Voting Emails will be issued mid-June
SACA Online Content 

Membership Renewal Deadline
Members who yet to renew have until 31st May to do so without penalty

Update Your ISACA Profile
In advance of ISACA's  migration to a new Salesforce platform and Fonteva association management system, we need your help. Please take a few minutes to log into your myISACA profile and make any necessary updates. Once logged in, please click My ISACA Profile and scroll down to make sure that your personal information, address and professional information are correct and up to date.

ISACA WP Cyberrisk Quantification
Free to members
https://www.isaca.org/bookstore/bookstore-wht_papers-digital/whpcrq

CPE OPPORTUNITY
Earn 1 Free CPE Credit—Take a Journal Quiz—
https://www.isaca.org/resources/isaca-journal/cpe-quizzes/quiz-194?

SASIG Daily Webinars 24May 28May
Monday 24 May 2021, 11am-12.30pm (BST)
Shape Government thinking on supply chain cyber security
https://www.thesasig.com/calendar/event/21-04-30-supply/

Tuesday 25 May 2021, 11am-12noon (BST)
Email fraud: The imposter among us
https://www.thesasig.com/calendar/event/21-05-25-supply/

Wednesday 26 May 2021, 11am-12noon (BST)
Cybersecurity metrics (part 2): The value of strategic intelligence
https://www.thesasig.com/calendar/event/21-05-26-metrics/

Thursday 27 May 2021, 11am-12noon (BST)
APT developments, Q1 2021: A review of the activities of the most sophisticated threat actors
https://www.thesasig.com/calendar/event/21-05-27-intelligence/

Friday 28 May 2021, 3pm-4.30pm (BST)
Members only
SASIG Academy Cyber Health Session 4 – How to assess cyber health and risks: Users and data
https://www.thesasig.com/calendar/event/21-05-28-incident/

SASIG Daily Webinars 24May 28May
Monday 24 May 2021, 11am-12.30pm (BST)
Shape Government thinking on supply chain cyber security
The Department for Digital, Culture, Media & Sport (DCMS) is seeking your views on how to improve cybersecurity in supply chains and in managed service providers. They are asking for feedback from industry professionals on existing guidance and a proposed framework for managed service provider security.
Join us to give your input on:
· How organisations currently manage supplier cyber risk and assurance
· Examples of good supple chain cyber risk management practice
· What additional support organisations need to manage supplier risk effectively
· Commercial and cyber security risk challenges associated with Managed Service Providers
The call for views survey is open from 17 May to 11 July 2021. You can find out more about the survey here.
https://www.gov.uk/government/publications/call-for-views-on-supply-chain-cyber-security/call-for-views-on-cyber-security-in-supply-chains-and-managed-service-providers
https://dcms.eu.qualtrics.com/jfe/form/SV_0cAUmhdALn9iVGm

Tuesday 25 May 2021, 11am-12noon (BST)
Email fraud: The imposter among us
Join us to hear real-world examples of BEC and supply chain email fraud, the tactics in play, and how you can identify these methods to effectively block imposter attacks.

Wednesday 26 May 2021, 11am-12noon (BST)
Cybersecurity metrics (part 2): The value of strategic intelligence
This is the second part of Secrutiny and SentinelOne’s two-part series about cybersecurity metrics. You can register for Part 1: The good, the bad, and the ugly here.
https://www.thesasig.com/calendar/event/21-05-11-metrics/
When it comes to cybersecurity, you have to be right every time; yet malicious actors only have to be right once. And while cyber threats cannot be eliminated completely, they can be prevented if the right precautions are taken. To better understand your organisation’s cyber risk and the evolving threat landscape, you must be intelligence-led.
Strategic intelligence is about adding analysis to information and using it to make course corrections. When made relevant to your organisation, strategic intelligence can provide invaluable context and focus for your cyber defences.
Session two of this two-part series from Secrutiny and SentinelOne addresses:
· How strategic intelligence is like a moving tanker.
· Why a good security function needs high-quality intelligence to support sound decisions.
· How macro changes can reduce or remove risk altogether.
· Why measurements must be connected to the input, the process, and the output.

Thursday 27 May 2021, 11am-12noon (BST)
APT developments, Q1 2021: A review of the activities of the most sophisticated threat actors
Kaspersky currently tracks the activities of around 900 advanced threat actors. David Emm reviews the latest campaigns and the tactics, techniques and procedures employed by established and emerging threat actors. This interactive webinar will highlight the most significant events and developments that have taken place in the cyber-threat landscape during the first quarter of 2021.

Friday 28 May 2021, 3pm-4.30pm (BST)
Members only
SASIG Academy Cyber Health Session 4 – How to assess cyber health and risks: Users and data
Our final session focuses on identifying common cyber risks from the uppermost layers, ‘users’ and ‘data’, and provides an overview of the methods for assessing cyber heath. It will include scripts, demonstrations, and data analysis techniques – as well as references useful for collating information.
