FREE WEBINARS EACH DAY FROM THE SECURITY AWARENESS SPECIAL INTEREST GROUP

**SASIG** is a networking forum for CISOs, CIOs, CTOs and their teams. It focuses on the softer cybersecurity issues and looks to improve trust in the online environment, together with their 4,000+ membership that represents all sectors, public and private. SASIG provides a daily showcase of presentations, panel sessions and discussions with leaders from the cybersecurity industry, discussing all manner of subjects relevant to these times. There’s plenty of advice on good security awareness and the need for a strong security culture.

SASIG welcomes the members of ISACA UK & Ireland Chapters to access the SASIG webinar programme and look forward to working together with ISACA to increase the awareness of the cyber risk and to help organisations to improve their protection against the cyber threat. More details of their events can be found [HERE](#), their programme for next week:

**How will financial services build trust and profitability post COVID?** Monday 8th June 11am Jonathan explores the impact of the Covid-19 crisis on financial services and what it means for them in terms of their own future survival, success and how they will need to build customer trust and engagement in the new future. [REGISTER HERE](#)

**Mental health resilience** Tuesday 9 June 11am Mental health resilience can help protect you from various conditions, such as depression and anxiety, and improve your ability to cope with them. Resilience can also help offset factors that increase the risk of mental health conditions, such as being bullied or previous trauma. But what is mental health resilience? How do we maintain it in ourselves and others? Is it about bouncing back or is it about maintaining equilibrium, or both? [REGISTER HERE](#)

**How to get the most out of your penetration testers** Wednesday 10 June 11am Penetration testing is a valuable method of finding vulnerabilities in your organisation’s processes, to plan your security measures accordingly, but it is an expensive operation. Organisations should, therefore, ensure they get the maximum benefit out of commissioning these exercises by resolving the most easily achieved remedies in advance, issues which would otherwise take up precious testing and analysis time. Join us as Neil offers his wisdom through his years of extensive experience on the issues that security teams should be identifying beforehand, thereby ensuring that organisations get the best value for money when pen-testing. [REGISTER HERE](#)

**Adapting Through Change: Defending the New Perimeter – Your People** Thursday 11 June 11am Cybercriminals continue to leverage uncertainty and fear to launch malicious campaigns with one aim in mind - to get your people to click. These attacks are targeted at people and require social engineering to succeed. Join us as Loïc shares real-life experiences on how CISOs are updating their security programmes to ensure they thrive in this digital-first world. [REGISTER HERE](#)

**A new vision for Cyber Policing - The roll out of National Policing Cyber centres and what that means for business** Friday 12 June 11am Is business ready for the next generation of cyber policing that is already arriving? Do you know how to engage with the fast developing network of policing cyber centres that is being rolled out across the UK? This presentation gives a unique opportunity for a business to understand the fast changing and ambitious concept for cyber policing that is being created right now and which is here to support business of all sizes [REGISTER HERE](#)