2020 WEBINARS

- Big Data and Azure Data Lake
- BLOCKCHAIN 2020
- Compliance, Retention, Destruction
- Compliance, Retention, Destruction: Part 2
- COVID-19: Keeping Yourself Cyber Safe While Working From Home
- Crisis Communication in the Modern Legal Landscape
- HomeWork: Maintaining Collaboration, Culture and Security Through a Pandemic Situation
- How to Use Cloud Technologies to Achieve Maximum Efficiency While Working Remote
- Live in a Disaster Recovery Scenario
2020 WEBINARS

• Ripped From Headlines - Security in the COVID-19 World
• Security Soup-to-nuts: Harden Your On-premises iManage Work Infrastructure
• The Impact of Security & Data Governance Strategies in a Covid-19 World
• Using Deception Technology to Close Your Detection Gaps
• What are Simple and Practical Applications of Technology Besides AI, Chatbots and Blockchain?
• The Need to Know About Ransomware
• Where to Store Your Cloud Data
• eSignatures in Transactions: Nudging Attorneys to Adoption
• Security, Has Your Vendor Been Tested?
• CISOs on Lock Down with No Parole in Sight – Part 1
• CISOs on Lock Down – Part 2
The NEW LegalSEC Summit Virtual Experience 2020 offered dynamic keynotes, 9 professional education sessions, ask the expert chats, and more! If you missed the event and are looking for educational sessions, consider purchasing the recordings!

The recordings qualify for self-reported CLE, CISSP, and PMP credits.

VIEW THE LIST OF SESSIONS HERE
PURCHASE THE RECORDINGS HERE
2019 WEBINARS

• All Rise! An Examination of the Threats Facing the Legal Industry
• Blockchain and Ediscovery: Basics of Cryptocurrencies and Blockchain
• Blockchain and Ediscovery Series, Part 2: Forensics - Getting in the Weeds From an Expert Perspective
• Cybersecurity and the Partner: Roles, Requirements and Reporting
• Cybersecurity for Attorneys - Anatomy of a Hack
• DMS - Is a Requirement
• End-to-End Protection and Policy Control for Sensitive Data
• Gone Phishing — Best Practices for Awareness and Testing Programs
• Information Governance Discussion: Compliance, Retention, Destruction and Disposal - Part II
2019 WEBINARS

- Information Sharing a Security Imperative
- Keep Your Windows 7 Desktops and 2008 Servers Secure and Supported After January 2020 with Citrix and Microsoft Azure
- Locking Down Vendor Privileged Access Within Your Network
- Making it Personal: Getting People to Embrace Security Awareness
- Securing Your Firm’s Reputation: IT Resiliency Workshop
- Security and Compliance - Retention, Destruction and Disposal Series
- Security for the Modern Law Firm
- Security in Office 365
- Selecting a SaaS Vendor – Operational and Security Considerations for Law Firms
2019 WEBINARS

• Summary and Update On All the New Privacy Laws
• That Information Leak is Coming From Inside the Organization. What Are You Doing About it?
• Privacy Concerns in Litigation Support
• A Safe Landing in the Cloud
• Microsoft 365 — Combining O365, Security, Collaboration and More
• GDPR: What's Next?
• Convergence of Privacy, Security & Ediscovery: Making a Pro Well-Rounded
• Conflicts Between Data Science and Data Privacy
• LegalSEC 2019 Workshop on Incident Response: The Short Version
• There is a Hole in My Bucket: Convergence of Privacy, Security & eDiscovery: Making a Pro Well-Rounded
• What O365 Tools Can Be Leveraged by Legal for Security: Getting Back to Basics
  With Security
• CCPA, GDPR, Ad What’s Up in California
2019 ILTACON/ILTACON EUROPE

- ILTACON2019 - The Price is Right, Come on Down! Controlling Your Security Dollars
- ILTACON2019 - Patching Strategies to Stay Secure Without Losing Your Sanity
- ILTACON2019 - Hidden Benefits of ISO Certification
- ILTACON2019 - Debating the Merits of Behavioral Threat Detection
- ILTACON2019 - Deep Dive into the Dark Web
- ILTACON2019 - Governing the Cloud: A Workshop
- ILTACON2019 - Security Policy Development from the Trenches
- ILTACON2019 - Mobile Device Management: Not Just for Phones Anymore
- ILTACON2019 - Blockchain, Cryptocurrency & Smart Contracts; Disputes & Investigations Best Practices
ILTACON2019 - Building a Secure and Compliant Azure Infrastructure-as-a-Service Environment

ILTACON2019 - Blockchain Smart Contracts Live! (Blockchain Series, Session 3)

ILTACON2019 - Client and Law-Firm Driven Blockchain Solutions (Blockchain Series, Session 2)

ILTACON2019 - Data Privacy - Everyone's Getting In On It - Privacy From Europe to California and Beyond

ILTACON2019 - I'm a CISO! What's a CISO?! Cybersecurity Management for Beginners

ILTACON2019 - Consortia Roundtable and the Future of Blockchain (Blockchain Series, Session 4)

ILTACON2019 - CRM Compliance with E-Regulations

ILTACON2019 - Disaster Recovery as a Service Roundup
2019 ILTACON/ILTACON EUROPE

- ILTACON2019 - Patching Strategies to Stay Secure Without Losing Your Sanity
- ILTACON2019 - When the Cloud Breaks: Business Continuity and Disaster Recovery for Software as a Service
- ILTACON2019 - Data Privacy: The Anniversary of GDPR and the Shape of Things to Come
- ILTACON Europe 2019 - Security is for Everyone
Welcome and Introduction to Incident Response
Incident Response Table-Top Exercise
Building an Incident Response Plan
Incident Handling Tips
Post-Incident Review
Keynote: William Evanina Discusses Cybersecurity
Growing Your Security Team
Leverage These Free Resources to Up Your Security and Governance Game
Tips & Tools in Malware Reverse Engineering
DLP: What Is Everyone Doing?
Incident Response With Modest Resources
Microsoft Security Overview and Update
• DevSecOps Deconstructed
• Phishing and Beyond: Educating Your Users with Impact
• Email Risks and Remedies in the Stack 2.0
• The Role and Importance MSSP's and Security Partnerships Play in Security Operations
• Information Governance Roundtable
• Take Away the Hackers' Advantage in Realtime!
• The Micro-Perimeter / Micro-Segmentation
• Threat Intelligence - Mining the Dark Web
• Automating and Standardizing Client Audit Requests and RFP Responses on Information Security
• How to Sell the Importance of Information Security and Governance to Your Organization
• Strategies and Importance for Developing the Proper Data Classifications For Your Organization
• Supporting Incident Response and Responding to Suspected Compromised Systems on Your Network
• Crawling Your Network to Auto-Classify Sensitive Data Subject to Regulatory Control
• Implementing the First Five CIS Controls
• Protecting Your Firm From Insider Threats
• Security Audits: Lots of Pain. Any Gain?
• Managing, Securing and Retaining Emails Was Hard Enough...
• SOAR and Other Emerging Technologies
• Wrap Up